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The Stalking Resource Center is a program of the 

National Center for Victims of Crime. The mission of the 

Stalking Resource Center is to enhance the ability of 

professionals, organizations, and systems to effectively 

respond to stalking. The Stalking Resource Center 

envisions a future in which the criminal justice system 

and its many allied community partners will effectively 

collaborate and respond to stalking, improve victim 

safety and well-being, and hold offenders 

accountable. 

The Stalking Resource Center provides training, 

technical assistance, and resource materials for 

professionals working with and responding to stalking 

victims and offenders.

Overview

Ã Defining stalking

Ã Intersection of stalking with domestic violence

ÄLethality risk

Ã Intersection of stalking and sexual assault

Ã Use of technology to stalk

Defining Stalking

Stalking

A pattern of behavior directed at 

a specific person that would cause 

a reasonable person to feel fear.

Context is critical!
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Va. Code Ann.§ 18.2-60.3. 

Stalking; penalty

A. Any person, except a law-enforcement officer, as 

defined in § 9.1-101, and acting in the performance of 

his official duties, and a registered private investigator, 

as defined in § 9.1-138, who is regulated in accordance 

with §9.1-139 and acting in the course of his legitimate 

business, who on more than one occasion engages in 

conduct directed at another person with the intent to 

place, or when he knows or reasonably should know that 

the conduct places that other person in reasonable fear 

of death, criminal sexual assault, or bodily injury to that 

other person or to that other person's family or household 

member is guilty of a Class 1 misdemeanor.

Prevalence of Stalking

ÃHow many people are stalked in one year:

ÄIn the United States?

ÄIn Alaska?

ÄIn your community?

ÃWho is at the greatest risk of being a 

stalking victim?

Stalking Dynamics

18 ð24 year olds 
experience the 
highest rates of 

stalking

Women are more 
likely to experience 

stalking

Most offenders are 
male

The majority of 
victims know the 

offender

- The National Intimate Partner and Sexual Violence Survey (NISVS): 2010 Summary Report (2011)
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- The National Intimate Partner and Sexual Violence Survey (NISVS): 2010 Summary Report (2011)

Stalking & Domestic Violence Ã 81% of stalking victims who were stalked by an 

intimate partner reported that they had also been 

physically assaulted by that partner.
- National Violence Against Women Survey (1998)

Ã 3/4 of women who experienced stalking-related 

behaviors experienced other forms of victimization 

(sexual, physical, or both)

- Stalking acknowledgement and reporting among college women experiencing intrusive behaviors(2007)

Stalking and Domestic Violence

http://images.google.com/imgres?imgurl=http://hometown.aol.com/merryeee/domesticviolence.gif&imgrefurl=http://hometown.aol.com/merryeee/&h=223&w=144&sz=25&tbnid=YjZwnFz8yVGEBM:&tbnh=102&tbnw=65&hl=en&ei=JvNoRPqJOaHIaKP14dMI&sig2=oEU6BxCtTf3dFkva3RxPNQ&start=9&prev=/images?q=domestic+violence&svnum=10&hl=en&lr=
http://images.google.com/imgres?imgurl=http://hometown.aol.com/merryeee/domesticviolence.gif&imgrefurl=http://hometown.aol.com/merryeee/&h=223&w=144&sz=25&tbnid=YjZwnFz8yVGEBM:&tbnh=102&tbnw=65&hl=en&ei=JvNoRPqJOaHIaKP14dMI&sig2=oEU6BxCtTf3dFkva3RxPNQ&start=9&prev=/images?q=domestic+violence&svnum=10&hl=en&lr=
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Point in Intimate Relationship when 

Stalking of Women Occurs

After 

relationship 
ends = 43%

Before = 

21%

Before & 

After =  
36%

- National Violence Against Women Survey (1998)

Intimate Partner Stalkers: Increased 

Risk for Victims

ÃMore likely to physically approach victim

ÃMore insulting, interfering and threatening

ÃMore likely to use weapons

ÃBehaviors more likely to escalate quickly

ÃMore likely to re-offend

The RECON Typology of Stalking, Mohandie et al (2006)

Stalking Violence

ÃWhen is the greatest risk of stalking violence?

Ä issued direct threats of violence

Äwas jealous of the victimõs relationships with others 
during the relationship

Äuser of illegal drugs

Ã Where there is evidence of the presence of all of 
these factors, the risk of stalking violence is 
heightened.

- Womenôs Experience of Violence During Stalking by Former Romantic Partners (2005)

Previous Abuse as Indicator

ÃPrevious abuse indicates higher lethality risk

ÃPrevious abuse arrest indicates higher 

lethality risk

ÄLack of previous arrest does not indicate 

reduced risk!

- Adams, David.  Why Do They Kill?, 2007

Potential Lethality Indicators

Ã Short courtship

ÄMore than 50% of the couples had moved in together in 

under six months

Ã Substance abuse in combination with relationship 

jealousy

Ã Offender decline

ÄJob loss

ÄHygiene

ÄAppearance

Ä Increased substance use

- Adams, David. Why Do They Kill?(2007)

Lethality

Ã 76% of femicidecases:

Äat least one episode of stalking within 12 months 

prior to the murder

Ã 85% of attempted femicidecases:

Äat least one episode of stalking within 12 months 

prior to the attempted murder

Stalking and Intimate Partner Femicide, McFarlane et al. (1999)
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Lethality 

Ã 67% of the femicidevictims:

Ähad been physically abused by their intimate 

partner in the 12 months before the murder.

Ã 89% of the femicidevictims who had been 

physically abused:

Ähad also been stalked in the 12 months before the 

murder.

Stalking and Intimate Partner Femicide, McFarlane et al. (1999)

Physical 
Abuse

Stalking 

Greater 
indicator of 

potential 
lethality than 

either behavior 
alone

More Dangerous Times

Separation

Protective order served/criminal arrest

Offenderõs loss of job, other life events

Multiple incidents in a short period of time ð
increase in quantity of contacts as well as 
escalation in behaviors

More Dangerous Offenders

Ã History of substance 

abuse

Ã History of mental illness 

(narcissistic personality 

disordersñyou hurt me 

bad, you will fix it)

Ã History of violence, esp. 

towards victim

Ã Threats of 

murder/murder-suicide

Ã Actual pursuit

Ã Possession and/or 

fascination with 

weapons

Ã Vandalism, arson

Ã Tendency towards 

emotional outbursts and 

rage

Ã History of violating POs

Timeline

Ã Look for escalation of threats

Text 

messages

Dead roses

Threatening 

call

Showed up at 

work
Parked across 

street all night
Tires slashed

11/6/13  11/8/13    11/12/13     11/15/13           11/20/13          11/25/13

Texts

Threatening 

call

Showed up at 

work

Dead roses

Parked across 

street all night

Tires slashed
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Stalking Risk 

Identification 

Checklist
- Lorraine Sheridan & 

Karl Roberts (UK)

See webinar at 
victimsofcrime.org/src

Stalking and Sexual Assault

Prevalence

Ã 1.3 million women 

were raped in 1 year 

in U.S.

Ã Nearly 1 in 5 women 

and 1 in 71 men 

raped in their lifetime

Ã 5.2 million women 

stalked in 1 year in U.S.

Ä1.4 million men stalked 

in 1 year

Ã 1 in 6 women and 1 in 

19 menstalked in their 

lifetime

Sexual Assault Stalking

- The National Intimate Partner and Sexual Violence Survey (NISVS): 2010 Summary Report (2011)

Stalking and Sexual Assault

2% of stalking victims 

were raped/sexually 

assaulted by their 

stalker

- Stalking Victimization in the United States, BJS 

(2009)

31% of women stalked 

by her intimate partner 

were also sexually 

assaulted by that 

partner

- National Violence Against Women Survey, 

Tjaden& Thoennes(1998)

The Undetected Rapist

1,882 men interviewed as part of the studyéall were 
volunteer participants

Sample question:

Have you ever had sexual intercourse with an 
adult when they didn't want to because you used 
physical force (twisting their arm; holding them 
down, etc.) if they didn't cooperate?

Lisak, David.Repeat Rape and Multiple Offending Among Undetected Rapists, Violence and Victims, Vol. 17, No. 1, 2002.

Of the 1,882 men:

Ã 120 (6.4%) met criteria for rape or attempted 

rape

Ä76 reported committing multiple rapes

Â120 committed a total of 483 rapes, but the 76 

repeatrapistscommitted 439 of them (average of 

5.8 each).

Ã 70 of the 120 admitted to other acts of 

interpersonal violence, including battery, 

physical/sexual abuse of kids, and sexual 

assault short of rape/attempted rape. 
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Post-Assault Contact

Threaten the victim/survivor

Discover what the victim/survivor is thinking

Try and frame the incident for the 
victim/survivor

Maintain social contact

Think Broadly About òContactó

Ã In-person contact

Ã Third person contact

Ã Phone

Ã Texting

Ã Email

Ã IM/Chat

Ã Social Networking Sites

ÄContact with victim

ÄPostings to own or other peopleõs sites

Course of Conduct

ÅApproach/Engagement

ÅCalling/texting/emailing

ÅShowing up at class/residence/work

ÅInformation gathering 

- friends

- social networking sites

Sexual 
Assault

Post-assault 
contacts

What do you think?

Is there a connection between 

stalking and sexual assault?

What benefit is there to making a 

connection between stalking and 

sexual assault?

Making the 
Connection

Validating 
Victimsõ 

Experiences Increased 
Opportunities 

for 
Intervention

Increased 
Offender 

Accountability

Use of Technology to Stalk

Ã Phones ðcalls, SMS, MMS

Ã Fax machines

Ã Cameras

Ã Global Positioning Systems (GPS)

Ã Location based services

Ã Computers

Ã Spyware

Ã Email & IM

Ã Social networking sites

Ã Assistive technologies
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Use of Technology to Stalk

79%
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39%
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or tracked with

listening or other

device
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- The National Intimate Partner and Sexual Violence Survey (NISVS): 2010 Summary Report (2011)

Technology is Not the Enemy

ÃCriminals exploit the technology to create an 

advantage for themselves 

ÃMost of the technologies used by stalkers have 

legitimate and legal functions

ÃWe must keep up with the criminals and work 

to enact progressive, inclusive stalking 

legislation

Cell Phones

Ã Calls, texts, photos, video

Ã Cell phone settings can be manipulated to act as 

listening device

ÄAccess to victim

ÄHidden device

ÄGPS tracking

Tracking via Cell Phones

Location Based Services

Search for:

Ã Locate

Ã Find kids, find friends

Ã Track spouse

GPS Tracking Lite

Family Tracker

Camera GPS Geotagging

Geotagging
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Geotagging

Exif Data

Ã Disable Exif (camera, location, apps) data

ÄSearch òhow to disable geotaggingon a 

[phone make/model]ó

Äwww.icanstalku.com

Ã Verify social network sites policies

Ã Remove EXIF data before uploading photo 

to online site 

Cell Phone Spyware

Ã Listen to calls

ÃView contact lists

ÃRead text messages

ÃActivate speaker 

Ã Locate 

Call Spoofing

Gives caller ability to change number shown on caller ID, 

change sound of voice and to record calls. 

Major Spoof Providers

Ã spoofcard.com

Ã telespoof.com

Ã phonegangster.com

Ã spooftel.com

Ã itellas.com (Itellasoffers a security log search 

for law enforcement available online)

Most offer free sample calls
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Text Message Spoofing

Send text messages anonymously

ÄFakeMyText.com

ÄTextMeNow.net

ÄTextForFree.net

Document communications

ÃAudio: on phone and separately

ÃText:

ÄOn phone

ÄDigital image of phone face

ÂMost cell companies no longer maintain the content of 

text messages

ÃVictims can get detailed copies of their own 

phone bills

Cellphones ðDocumentation

Spoofing ðDocumentation & Evidence

ÃMatch call logs

ÄOffender ðoutgoing call to spoof 

company

ÂLook for different access numbers

ÄVictim ðincoming call from 

òfriendó/òfamilyó

ÃSuspectõs financial records

ÃSuspectõs phone/computer history

Ã Court order to spoofing 

companies

Ã Regularly ask victims about their cell phone use 

ÄDiscuss spyware potential

ÄDiscuss account privacy

Ã If offender has ever had access to phone:

ÄConsider completely wiping phone & restoring to factory 

settings (discuss potential safety risks of this action)

ÄConsider keeping phone but not using it for anything that 

could reveal location of victim but also using a different, 

safer phone (no-contract phones, donated phones)

Cellphones ðVictim Safety

Global Positioning Systems 
(GPS) & Locating Devices
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GPS Documentation & Evidence

1. Locate device on the victimõs car 

2. Tie suspect to the device

Email & Social Networking Sites

Email

How do stalkers use email?

ÃSend email

ÄòFakeó emails

Â Michelle M. Garcia <michellemgarcia@gmail.com>

Â Michelle M. Garcia <michellemmgarcia@gmail.com>

ÃMonitor email

Ã Intercept email

Ã Impersonate victim and send messages to 

others

Email Anonymizers

Ã Abusers can send anonymous emails through 

websites

ÃMarketed as if no trace will exist, but itõs always 

possible to determine actual sender

Email ðDocumentation

Ã Save emails

ÄElectronic and hard copies with expanded headers

Ã Do not have victims forward emails to law 

enforcement

Received: from [12.10.116.2]by web113110.mail.gq1.yahoo.com via 
HTTP; Thu, 27 Sep 2012 12:13:42 PDT

X-Mailer: YahooMailRC/157.18 YahooMailWebService/0.7.347.2

Date: Thu, 27 Sep 2012 12:13:42 -0700 (PDT)

From: Creepy Stalker <creepy_stalkerguy@yahoo.com>

Subject: do you think i am kidding?

To: stalking.victim@yahoo.com
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Social Networking Sites

ÃSNS can bring people together in various ways

ÃHow stalkers can exploit SNS:

ÄGather information on the victim

ÂLocation

ÂPlans

ÄCommunicate

ÂPost on victimõs page

ÂPost about the victim on their own or otherõs pages

ÄCreate fake sites

SNS - Documentation

Ã Capture and save screenshots (PrntScrn)

ÃSome sites offer a òdownload your informationó 

service in account settings

ÃRegularly ask victims about their social media 

usage & online presence

ÄLocation based social networking sites

ÄDiscuss risks  - balance of freedom & safety

ÂIs telling a victim to get off Facebook (or other SNS) our 

best option? 

ÃHave victims capture screenshots of pages

ÃWhat is on friends/family pages?

Working with Victims - Social Media

Cameras

Laptop & Web Cams How can they be disguised?
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How Cameras are Used

Ã Keep track of victims ðlearning their routine, monitoring 
behaviors, etc.

Ã Watch victim without being seen ðbe omnipresent

Ã Obtain information they otherwise wouldnõt be able to 
have

Ã Manipulate victim; blackmail

Ã Scare and harassñòIõm watching and know what you 
are doingó

What to Know

Ã Surveillance equipment is inexpensive; starting under 

$100

Ã Plenty of information available on how to operate 

systems

Ã Remote access

Camera Documentation & Evidence

Ã Look for common objects in which cameras may be 

hidden (look for pinholes)

Ã Wireless camera detection:

ÄDevices that may tell you if such signals are being 

transmitted

Ã Wired cameras can be difficult to detect

Ã Searching for a reflection from the camera lens

Accessing Information

Spyware

ÃRegularly ask victims about their computer 

technology use

ÄHas computer been performing strangely? Has 

battery been depleting faster than usual?

ÄHas offender had access to the victimõs computer?

ÃCommercial spyware detectors (McAfee, Norton, 

Symantec) may or may not find spyware

ÃForensic analysis

Spyware Documentation & Evidence 
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Spyware ðVictim Safety

ÃEducate victims about remote access/spyware 

possibilities

ÃEncourage victims to use a òsaferó computer 

ÄNot connected to the Internet

ÄShared computers at the library or elsewhere 

ÃSpyware òcleanersó do not guarantee safety

ÃRemoval of spyware may escalate offenderõs 

behavior

Ç Can be keyboard ports, special keyboards, or mouse

Ç No software to install or configure - just plug it in

Ç Need physical access to install & remove

Keystroke Logging Hardware

What Information is 

Out There?

Other Sources of Information

Ã Court and government sites

ÄTax records

ÄCourt records

ÄVoter registration

Ã Informational and organizational                      sites

ÄOrganizational websites

ÄProfessional, campus, community groups

Ã Chain store discount cards

Resources
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For Victim Service Providers

ÃFor removal of online information

ÄSafe Shepherd

Âwww.safeshepherd.com/advocates

ÄReputation.com

ÃSurvivors & Technology: An Interactive 

Safety Planning Tool

Äwww.nnedv.org

Resources for Law Enforcement

ÃMobile Phone Seizure Guide App (for iPhone)

ÃRegional Information Sharing Systems

www.riss.net

Ã Justice Technology Information Network

www.justnet.org

ÃElectronic Crime Technology Center of Excellence 

www.ectcoe.net

National Institute of Justice

Ã Digital Evidence in the Courtroom: A Guide for Law 

Enforcement and Prosecutors, January 2007.

Ã Electronic Crime Scene Investigation: A Guide for First 

Responders, April  2008.

Ã Electronic Crime Scene Investigation: An On-the-Scene 

Reference for First Responders, November 2009.

Ã Investigations Involving the Internet and Computer 

Networks, January 2007. 

Ã Forensic Examination of Digital Evidence: A Guide for 

Law Enforcement, April 2004.

Available at http://victimsofcrime.org/src/resources/for-practitioners#cjs

Use of Technology to Stalk

www.victimsofcrime.org/src 

Training

Technical 

Assistance

Resources

Ã In person training

Ã Webinars

Ã Individual & organizational assistance

Ã Fact sheets, brochures, manuals, guides

Ã Policy/protocol development & consultation

Ã Videos

Ã Online resources

Ã Stalking Awareness Month materials

www.victimsofcrime.org/src


